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Installation Guide
Chronicall on Avaya Communication Manager

Installing Chronicall for Avaya Communication Manager requires a few simple configuration changes.
1) First, create login information for Chronicall to use on your CM server
2) Next, configure CDR services (if applicable) to enable Chronicall to connect and log call events
3) Next, configure your AES server (if applicable) to enable Chronicall to connect and log call events
4) Finally, install Chronicall
Section 1. CM Configuration

Section 1.1 Access the CM server and open the Avaya site administration (ASA) application.
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Add a new Voice System by opening File > New > Voice System. Name this new system and press Next.

Enterthe name of the Voice System.

You can make this name up, oryou can use the name that your
organization has already given to this system.

Voice System Mame: ICﬂ!l Server

This name will appear in Avaya Stte Administration windows to
represent this Voice System. It does not have any effect on the
actual Voice System.

Shared Systems
& Local System

" Shared Systern
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Make sure that Network Connection is selected, then press Next.

How are you connecting the Avaya Site Administration computer to
the Voice System?
" Modem or data module

Choose this option if your computer will dial into the Voice
System using @ modem or data module.

" Direct serial port connection
Choose this option if your computer will be connected directhy
to the Voice System via a serial cable.

% Network connection

Choose this option i your computer and your Voice System
are connected via a computer networlc.

™ Connectvia ASG Guard [ Is ESS Server

[~ Support launching of Avaya SA with parameters

[™ Use script file to login
IC:"\.Users"-.Derek‘ﬁppData‘~.Roaming\Pwaya\S'rte J

Cancel | Help

Enter the IP address of the CM server.

Network Connection

You have indicated that you will be connecting your Avaya Site
Administration computer to this Voice System through a computer
network

HAvaya Site Administration must know the "fully qualified domain
name” (FQDN) of the Voice System, orits IP address.

FQDN or P address: |192.168.15.12!1

For example, an FQDN might be:
computemame department.compary.com

COptionally, you can enter the P address. For example:
100.212.123.211

f you do not know the FQDN or |P address, ask the pecple in your
organization who set up the Voice System, orthe people who set up
your computer network.

< Back I Nexdz I Cancel
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Accept the default options on the next few screens until you are asked for a login name and password. Enter the
information of a privileged administrator account. Continue moving through the next few screens until the
process is complete.

. \ — Authentication:
ﬂ‘ Authentication Methods: Login: || I
" Password >, ] Passward:

Password {again):

—55H Client Parameters: -
Key Exchange: Use Bulk Cipher Compression:

[Deffie_Helman | [AES =l fo =~

< Back ] Cancel ]

Once this is finished, click Start Emulation in the advanced section of the
sidebar to the left.

-,

im Export Data

li Import D'a

Fird and Feplace

art Ermulation

This will bring up a blue command line screen. First, you will need to create a user profile. This profile will outline
Chronicall's access privileges. Later, when you create a user, you will apply this user profile to it.

I P R e =t
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A File Edit View System Action Tools Window Help

gl = E] | 6 < [ Erﬁ;ilirgtﬁdﬁewer lj)i]ﬁ"j

carcel | mhesh | e | ckar | bl | ootopage] nempaos | mev page |

General

This system is restricted to authorized users for legitimate business purposes.
Unauthorized access is a criminal violation of the law.
Copyright 1992 - 2818 Avaya Inc. A1l Rights Reserved.
Except uhere expressly stated otherwise, this Product is protected by copyright
and other laus respecting proprietary rights. Certain softuare programs or
portions thereof included in this Product may contain software distributed
under third party agreements, which may contain terms that expand or limit
rights to use certain portions of the Product. Information identifying third
party components and terms that apply to them are available on Avaga's ueb
site at: http://support.avaya.com/ThirdPartylicense/.

Fault & Performance

A Severity | Date/Time [ system | Description B
7/ [@nto 12/5/2012413:38 ..  ABDE add hunt-group 705 L
Warning ~ 7/25/2012341:51 ... ABDE GEDI warning: ignering invalid PCTT message F
Warning  7/25/20123:41:43 .. ABDE GEDI warning: ignaring invalid PCTT message B
Warming  7/25/2012341:31 .. ABDE GEDI warning: ignoring invalid PCTT message
Warning _ 7/25/20123:41:00 .. _ABDE GEDI warning: ignering invalid PCTT message
14 [ 4[> [»]\ mistory  schedule }, Connection Status
Ready NUM
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Section 1.2 Adding a User Profile

Step 1 Enter 1ist user-profiles into the command line. This will show you a list of user profiles that
currently exist on the system. User profiles 0 through 19 are reserved by the system, so any user profile number
you choose will need to be 20 or higher. Once you've chosen a number, enter add user-profile followed by
the profile number. For example, add user-profile 20. This will bring up a new user profile screen.

@Avaya Site Administration - [CM Server Emulation: 513]

=] File Edit View System Action Tools Window Help

cancel | rehesh | enter | cewr |

gl@ls| @ 4|e)x @ [EE &S| D] @ o
E]

help |gu to Dage‘ next page ‘ prev. DEQE‘

General

18|

add user—profile 21

User Profile Name: Mhronicall

This Profile is Disabled?
Facility Test Gall Hotification
Grant Un-ouned Permissions

Hame
Adjuncts
Call Center
Features
Harduare
Hospitality
1P

Maintenance
Heasurements and Performance

USER PROFILE 21

n Shell Access?
n  Acknowledgement Required?
n Extended Profile?

Name

Routing and Dial Plan
Security
Servers

nbl
n

Systen Parameters
Translations
Trunking

Stations H

E 4

Usage
User Access

ERER=N-NENER =
[ERERER-RERRCR R

Remote Access

Fault & Performance
st [Ere]

ﬁ Severity | Date/Time System Description B
Binfo 12/5/2012 4:13:38 ...  ABDE add hunt-group 705 i

Warming  7/25/2012 341351 ..  ABDE GEDIwarning: ignoring invalid PCTT message 3
Waming  7/25/2012 3:41:43 ..  ABDE GEDIwarning: ignoring invalid PCTT message
Warning  7/25/2012 34131 ...  ABDE GEDIwarning: ignoring invalid PCTT message
Warning _ 7/25/2012 3:41.00 ... _ABDE GEDI warning: ignoring invalid PCTT message i
[ 4] »[ /] History j Schedule }, Connection Status

Ready NUM

Step 2 In the User Profile Name field, enter Chronicall. Next, you need to enable specific permissions for this user
profile. Arrow down to the Enbl column and change n to y for Call Center (B), Features (C), Routing and Dial Plan
(J), and Stations (M).

@Avaya Site Administration - [CM Server Emulation: 513]
® File Edit View System Action Tools Window Help - =)=

Slels @ +|x|e)x | [ElE 18] o [T

cancel | refiesh | enter | clear |
Advanced

help jgn o pagel next pagel piev pagel

add user-profile 21
USER PROFILE 21

User Profile Name: Bnronicall
This Profile is Disabled?

Facility Test Call Notification?
Grant Un-owned Permissions?

Shell Access?
Acknowledgement Required?
Extended Profile?
Hame Cat Enbl Hame Cat Enbl
n Routing and Pial Plan J
Security K

Servers

Stations

System Paraneters

Translations

Trunking

Usage

Access

Adjuncts

call Center

Features

Hardware

Hospitality

IpP

HMaintenance

Measurements and Performance

Remote Access User

PEEEEIEERE
PEREEERKEDDE
E 4

Fault & Performance:

R rae [T
[ severity | Date/Time System Description .
7| @mro 12/5/201241338 .. ABDE add hunt-group 705 [
@ warming ABDE GEDI warning: ignoring invalid PCTT message 3
@ Warning ABDE GEDI warning: ignoring invalid PCTT message
(D warning ABDE GEDI warning: ignoring invalid PCTT message
(DWarning  7/25/20123:41:00 .. _ABDE GEDI warning: ignoring invalid PCTT message =
[ ¢ [ ]\ History £ Schedule } Connection Status
Ready NUM
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Step 3 Move to the next page using Page Down. This section shows specific read and write functions in each of
the categories listed before. Change the permissions for the categories listed above to --, meaning no access.

@Avaya Site Administration - [CM Server Emulation: 513] o S
&} File Edit View System Action Tools Window Help =)=
Sj@l=| @] i |-10]x | [EE (8] 6 o B

ool | refesh | oot | ckar | heb [ g0t0pags| newpags | pevpece]| '
add user—profile 21

USER PROFILE 21

Set Permissions For Category: M To: —— Set A1l Permissions To: __

'-'=no access 'r'=list,display,status 'w'=add,change,remove+r 'm'=maintenance
Hame Cat Perm
aesucs link A =

aesucs-server A =
agent B
agent-loginID B
alarms H
alias station M
alphanumeric-dial-table J
alternate-frl C
[
(]
[
[
(]

amw all

amu asai

amu audix

anu pns
analog-testcall board

Fault & Performance

X[ severity [ Date/Time System Description B
T @mfo 12/5/20124:13:38 .. ABDE add hunt-group 705
(M Waming  7/25/20123:41:51 .. ABDE GEDI warning: ignoring invalid PCTT message 3
(D Wamning  7/25/20123:41:43 .. ABDE GEDI waming: ignoring invalid PCTT message
D waming 7 . ABDE GEDI waming: ignering invalid PCTT message
(@) Waming_ 7 23: .__ABDE GEDI warning: ianoring invalid PCTT message i
History ji Schedule Connection Status
Ready NUM

Step 4 Next, give read (r-) access to the following functions:

page 3 agent-loginID
Page 14 hunt-group
Page 31 station

Page 37 uniform-dialplan
Page 39 vdn
Page 39 vector

Once this is finished, click the Enter button at the top of the screen.
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Step 5 Open your web browser and navigate to https://[CM server IP address]. This will open the Avaya System
Management Interface, or SML

e N

- = X D?WﬁpS:;’leE.lEBPS.lEQ

Step 6 Log in, open the Administration drop-down menu at the top of the page, and click Server (Maintenance).
Under the Security tab on the left, click Administrator Accounts.

Licensing

Mative Configuration Manager

Server fﬂl‘r.]_ﬁuntﬂnancei

TEm REestore Uaka
Restore History

Ac’ministr.—j%r Accounts
Legin Acceltht Policy
Lagin Reports
Server Access
Syslog Server
Authentication File
Firewall
Install Reot Certificate
Trusted Certificates
Server/fpplication Certificates
Certificate Alarms
Certificate Signing Request
S5H Keys
Web Access Mask
File Synchronization
Diownload Files
CM Phone Message File

https://192.168.1512% cgi-bin/cm/secihd
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Step 7 Choose Add Group and Submit.

AVAYA

Help Log OF

Administration [ Serwver [Maintenance}

Administration Upgrade

Currant Alarms

Agent Status

SNMP Agents

SNMP Traps

Filters

SNMP Test
Diagnostics

Restarts

System Logs

Temperature/Voltage

Ring

Tracerouts

Metstat

Metwork Time Sync

g
:

Status Summazry
Process Status
Shutdown Server
Server Date/Time
Software Version
Servar Configuration
Server Role

Metwork Cenfiguratien
Static Routes
Display Configuration
Eject CD/DVD
Server Upgrades
Make Upgrads Permanent
Boot Partition
Manage Updates
BIOS Upgrads
PSI Firmware Upgrades
IPSI Version
Download [PSI Firmwars
Download Status
Activats IPSI Upgrade
Activation Status

Administrator Accounts

The Administrator Accounts web pages allow you to add, delete, or change administrater legins and Linux groups.

Select Action:

! Add Login
_) privileged Administrator
- Unprivileged Administrator
SAT Access Only
web Access Only
' Modem Access Only
' COR Access Only
CM Messaging Access Only
_ Businezz Partner Login [dadmin)
_ Business Partner Craft Login

- Custom Legin

@ Change Lagin | Select Login_ v
- Remove Login V]
" Lock/Unlock Lagin hd
® 2dd Group

[Salact Group. v

Remove Group

Step 8 In the Add a new access-profile group list, choose the profile number that matches the user profile you

created earlier, then click Submit.

AVAYA

Help Log Off

Current Alarms
Agent Status
SMMP Agents
SMMP Traps
Filtzrs

SHMP Test

Restarts

System Logs
TemperatursVaoltage
Fing

Traceroute
Metstat

Metwork Time Sync
Brver

Status Summary
Process Status
Shutdawn Server
Server Date/Time
Software VWersion

Server Role

Metwork Configuration
Static Routes

Display Cenfiguration
Eject CD/DVD

Server Configuration

ation Upgrade

Administration / Server [Maintenance]

Administrator Accounts -- Add Group

This page allows you to add a new access-profile or non-access-profi
Select Action:

'® Add a new access-prefile group: r

Add a new nen-access-profile gr
T : =

prof23
prof2g te 50000)

prof2s
prof2s
prof27 |
profzs
prof29
prof30
prof31
prof32
prof33
prof34
prof23
prof3s6
prof37
prof3s8
prof39

Group Mame:

Group Mumber:

| Submit | | Cancel | | Help |
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Step 9 When you return to the Administrator Accounts page, select SAT Access Only in the Add Login list.

Step 10 On the next page, enter a login name, select users from the Primary group list, and choose the profile

AVAYA

Help Log Off

Administration [ Server [Maintenance)

Admi

Upgrade

Current &larms
Agent Status
SMMP Agents
SMMP Traps
Filters

SMMP Test
Diagnostics
Restarts

System Logs
TemperatureValtage
Ping

Traceroute
Metstat

Metwork Time Sync

Status Summary
Process Status
Shutdown Server
Server Date/Time
Software Version
Server Configuration
Server Role

Metwork Configuration
Static Routes

Display Configuration
Eject CO/DWD

Server Upgrades

Make Upgrads Permanent
Boot Partition

Manage Updates

BIOS Upgrade

P51 Firmware Upgrades
IPSI Version
Downlozd IPSI Firmware
Download Status
Activate IPST Upgrade
Activation Status

Administrator Accounts

The Administrater Accounts web pages sllow you to add, delste, or cha

Select Action:

® add Login
Privileged Administrater
' Unprivileged Administrator
'® 5AT Access Only
' Web Access Only
Modem Access Only
| CDR Access Only
| CM Messaging Access Only
! Businzss Partner Login (dadmin)
! Business Partner Craft Login

' Custom Login

@ Change Lagin | select Login v
) Remove Login |select login ¥
! Leck/Unleck Legin | select Login v
! Add Group
| select Group v

! Remove Group

[sulpt | [ vetp |

you created earlier from the Additional groups list. Create a password, then press Submit.

Your user is now created and has been assigned all of the necessary permissions to run Chronicall.

Help Log OFF

Administration / Servar (Maintanance)

Administration  Upgrade

Current Alarms
Agent Status

SNMP Agents

SNMP Traps

Filters

SNMP Tast

Restarts

System Logs
Temparaturs/Veltage
Ding

Tracerouts

Netstat

Network Time Sync
Status Summary
Process Status
Shutdown Server
Server Date/Time
Softwars Varsion
Server Role

Network Canfiguration
Static Routas
Display Configuration
Eject CO/OVD

Mzke Upgrads Parmanent
Boot Partition
Manzge Updzres
BIOS Upgrade

IPSI Version
Downlozd IFST Firmware
Downlozd Status
Activatz IPSI Upgrade
Activation Status
Backup Now

Backup History
Schedule Backup
Backup Logs
View/Restore Data
Restors History

Administrator

Administrator Accounts —— Add Login: SAT Access Only

This page zllovs you to create 3 login that is intended to have access only to the Communication Managd]

Login name [ehronicall [E]

Primary graup B cucere

® ysers

Additional groups orof21 v

(profile) —————————— You must assign a
profile that has no web access
if you want 2 login with SAT
access only.

Linu shell ; Ty 1

[topt/ecs/binfautasat

Ams shell s=tting doss
NOT disable the "go shell"
SAT command for thiz user,

Home diractory. |fvar/heme/chronicall |

Lock this account

Date after which account
is disabled-blank to
ignare [Y¥¥V-MM-DD}
Select type of

® .
authentication ¥ Passwerd

| ASG: enter key
) ASG: Auto-gensrate key

Enter password or key [oreanens ®
Rla-znter pazsword or [sevanean ®
ey
Force password/key e
change on naxt login =

® o

[Cancal | [Haip |

10
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Section 1.3 Configure CM to send CDR data

**Special note - if you are not using CDR data you can skip section 1.3
Step 1: Add Chronicall CDR server to Node Names IP
Add the IP Address of the Chronicall server into the IP NODE NAMES. Type change node-names ip to access
the node names and add the server Name and IP Address as shown below (example uses Xxx.XXX.XXX.XXX - you
will need to use an actual IP Address):

change node-names ip Page 1 of 2
IP HODE HAHES

Hame IP Address
CLAH-AES 18.8.1.28
Chronicall xxx.xxx.xxx.xxx!

default A.a.0.8
procr 18.68.1.28
procrb 35

Step 2. Setup CDR Service
Type change ip-services to setup a CDR link to the Chronicall Server using the following information. Note the
following information may be needed when setting up the Chronicall CDR service on the Chronicall server.

*Local Node is procr

*Remote Node: This is the Chronicall node you added in step 1.

Service Type is CDR1

*Remote Port: This is the only information you will need when installing Chronicall. number in this
example is 9089 but can be any free port number (please make note of the port number that you use)

See example below:

change ip-seruvices Page 1 of L}

IP SERUICES
Service Enabhled Local Local Remote

Type Mode Port Hode
AESUCS u procr 8765
CDRA procr 1] Chronicall

Step 3. Configure CDR Parameters

Type change system-parameters cdr. Ensure all the fields are as shown below on Page 1 of system-
parameters cdr.

1. Note the Primary Output Endpoint is that of the service type added on Step 2.

2. Please change the CDR Date Format to: month/day Chronicall expects this date format to match this, and
then you can change how it is presented to you on the reports within Chronicall.

3. Please ensure that all Data Item Length entries are the same as outlined below on Page 2 of system-
parameters cdr. Iltems 35 — seq-num, and item 37 ucid are recommended but optional. In order to enable these
features they need to be enabled by Avaya. Please open a ticket with Avaya and ask them to enable special
application SA8702.

11
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See example below:

parameters cdr Page 1 of 2
CDR SYSTEWM PARAHMETERS

change system-

Hode Humber {(Local PBX ID): CDR Date Format: month/day
Primary Output Format: customized Primary Output Endpoint: CDR1
Secondary Output Format:
Use ISDH Layouts? n Enable CDR Storage on Disk?
Use Enhanced Formats? n Condition Code °'T' For Redirected Calls?
Use Legacy CDR Formats? n Remouve # From Called Humber?
Modified Circuit ID Display? n Intra-switch CDR?
Record Outgoing Calls Only? Outg Trk Call Splitting?
Suppress CDR for Ineffective Call Attempts? Outg Attd Call Record?
Disconnect Information in Place of FRL? n Interworking Feat-flag?
Force Entry of fAicct Code for Calls Marked on Toll Analysis Form? n
Calls to Hunt Group - Record: member-ext
Record Called Vector Directory Humber Instead of Group or Hember? n
Record Agent ID on Incoming? Record fAgent ID on Outgoing? uy
Inc Trk Call Splitting?
Record Hon-Call-fAssoc TSC? Call Record Handling Option: warning
Record Call-Assoc TSC? Digits to Record for Outgoing Calls: dialed
Privacy - Digits to Hide: CDR Account Code Length: 15
Removue '+' from SIP Humbers?

FEkEiE ===

change system-parameters cdr Page 2 of 2
CDR SYSTEH PARAMETERS

Data Item - Length Data Item - Length Data Item - Length
: date = 17: in-trk-code = 33: node—num =
2: space 18:- space J4: space
3: time 19: in-crt-id 35: seq-num
4: sSpace 28: space 36: space
: sec—dur 21: out—crt-id 37: ucid
6: space 22: space 38: return
¥: cond-code 23: ppm 39: line—feed
: Space 24: space LA:
code—used 25: isdn-cc 41:

18: space 26: space L2
11: code-dial 27 : attd-console 43:

12: space 28: space L4
13: dialed-num 29: vudn L :

14: space 38: space LT
15: clg-numfin-tac 31: acct-code L7:
16: space 32: space 48:

Record lenith = 152

= =] ol ol et ol il
] =a]
ke [ [ [T [ [P o [ [k [T [k [ [k [T [ |
Lol -

Step 4. Enable Missed and Internal Calls
To allow missed calls to appear on the Chronicall CDR reports, set CDR Reports to r in the trunk group used for
outgoing/incoming calls.
1. Type change trunk-group x where x is the number of the incoming/outgoing trunk group.
** Please ensure that CDR Reports is set to r

See example below:

12



TRUHK GROUP

Group Humber: 1 Group Type: isdn CDR Reports: r
Group Hame: Hain COR: TH: 1 TAC: 8861

o
Direction: two-way Outgoing Display? n Carrier Medium: PRI/BRI
5

Dial Access? n Busy Threshold: 255

Queue Length: @

Service Type: tie Auth Code? n
Far End Test Line Ho: |

Hight Service:
TestCall ITC: rest

TestCall BCC: &4

Step 5. To enable intra-switch calls to be reported, type change intra-switch-cdr and add the Extension
numbers of the sets that are to be reported for internal calls.

See example below:

change intra-switch-cdr Page 1 of 3
INTRA-SWITCH CDR

Assigned Hembers: 8 of 1888 administered
Extension Extension Extension Extension
1888
4A88
4912
4813
414
4315
4816
4817

Use "list intra-switch-cdr' to see all members, 'add intra-switch-cdr' to add
new members and ‘change intra-switch-cdr <ext>" to changefremove other members

END

13
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Section 1.4 Exporting CM Users and Groups for CDR Reporting
**Special note - if you are not using CDR for reporting, or if you have an AES Server you can skip
section 1.4. The AES server can send Chronicall all the usernames and groups.

This section will show you how to export your stations, agents, groups, VDNs and vectors.

Step 1: Please open a GEDI connection to your Communication Manager
i @ ‘File  Edit View System Action Tools Wind

ola|3| @ ¢|=8]x|e| JE;

o |
General
I Start GEDI
Add User This system is re:
Unautho
Copyrii

Except where expri

and athowe T wee e

Step 2: Run a list command to query the data you want.

B Auaye i

@ File Edit View Systern Action . ool_s Window Help - )
glﬂlgl EI %IIEIXII &l%l I@Xima.ﬁ.dmin j)@lﬁ”
———————— -\« Ilist station vl zend [return) | help (5] I cancel [esc] I enter (f3] I schedule (9] I et (7] I previous [f8] I |

General

Ext. |Type |Port | Hame | pata Ext.| cover 1| Cover 2| cos|cor| TH | Ro
1008 2510 o81U261 Test 99 1 01 1
5612 2u10 0681U2082 Any Decker 99 1 011
4813 2518 081U282 Hike Johnson 99 1 011
4614 2518 861U284 David Roth 99 1 01 1
4815 2418 881U285 Jack Russel 99 1011
4616 2418 981U286 Richard Jacobs 99 1 011
4617 2510 081U2687 Ed Bob 99 1 011

Step 3: Go to File — Export

14



554 Avaya Site Administration - Xima Admin GEL
8B(File] Edit View System Action Tool
= Mew ] |
— Cpen Ctrl+0
Save Ctrl+5

Save Configuration F12

Import...
Export...

Clear History
0 Export History...

Lol ST R T T

Print Setup...
Print Preview

Print... Ctrl+P

Exit

&Y Hrowze Slabons I

Step 4: Choose a location for the export file and hit OK - You'll want to put all of the exports in a directory
together and name them smartly to make it easy to find them when Chronicall asks for them.

oo L =

Chooze the file name and formatting options 0K |
é for thiz expart.

Export file; Cancel |
IEZ"'.U zerghDerek\D eskiophexports 24 m Help |

[T Append to edisting file? [ Append Date ta filename?

Figld delimiter: Text qualifier:
| =l =

[T E=port column tites on first row?

Sample export;

“tible "tk it 3
"datal""data2","data3d"
"datal" 'data2","data3d"

15
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Step 5: You'll need to repeat these steps for each of the following commands resulting in the 5 files:
list vdn

list vector

list hunt-group

list station

list agent-loginID

Step 6: During the Chronicall installation you will be asked to import these files. Again you don't need
these files if you are using an AES Server.

End

Section 1.5: Configure TSAPI CTI LINK
**Special Note - If you are not using an AES Server you may skip this section

Step 1: Add CTI Link

Type add cti-link x command, where x is a number between 1 and 64. Enter a valid extension number under the
provisioned dial plan. Set the Typ Field to ADJ-IP and assign a descriptive Name to the CTI LINK. Defaul values
may be used in the remaining fields.

Example Below:

add cti-link 2 Page 1 of 3
CTI LIHK

CTI Link: 2
Extension: 4698
Type: ADJ-IP

Mame: Chronicallll

Step 3. Enter Node Name

Type change node-names ip In the compliance-tested configuration, the CLAN IP address was utilized for
registering H.323 endpoints (Avaya IP Telephones, Avaya IP Agents, and Avaya AES DMCC stations). The CLAN-
AES IP address was used for connectivity to the Avaya AES server. Please note if you are configuring the AES to
connect to an S8300 the IP Address needs to be the same IP as your processor.

See example below:

IPF HODE HAHMES
Hame IP Address
CLAH-AES 18.8.1.28

default g.8.8.9
procr 18.8.1.28
pProcrb 38

16
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Step 3. Change IP Services

Type change ip-services On Page 1, configure the Service Type field to AESVCS and the Enabled field to y. The
Local Node field should be pointed to the CLANAES board that was configured previously in the node-name ip
form. During the compliance test, the default port was utilized for the Local Port field.

See example below:

change ip-services Page 1 of 3

IPF SERVICES
Service Enabhled Local Local
Type Hode Fort

AESUCS 1] procr 8765

Step 4. Change IP Services

Type change ip-services On Page 3, configure the Service Type field to AESVCS and the Enabled field to y. The
Local Node field should be pointed to the CLANAES board that was configured previously in the node-name ip
form. During the compliance test, the default port was utilized for the Local Port field.

See example below:

change ip-services Page 3 of 3
AE Services Administration

Server ID AE Services Passuword Enabhled Status
Server

1: aesxima in use
2:
3:

Step 5. Log into the AES web Interface

See example below:

Please login here:

Username

Continue
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Step 6. Add New Connection

Select Communication Manager Interface and add new connection. The next page will prompt you to enter a
password. If your processor is already configured please proceed to next step.

See example below:

Communication Manager Interface | Switch Connections

Home | Help | Logout

‘Switch Connections

i r Add Connection
b Licensing @ saz00 Mo |30 1
» Malntenance

Edit Connection || £dit PE/cLan s || Edit 1323

|| petete connection || surdvability Hisrarchy
b Networking

» Security

+ Status

} User Management
b Utilities

» Help

You will need to enter the switch password that you configured in step 4

Communication Manager Intarface | Switch Connactions

Homa | Help | Logout

b AE Services

-~ Communication Manager Connection Detalls - sB300
Interface
Switch Connections Switch Passward —|
Dial Plan Confirm Switch Password |
b Licensing Mg Period JLI—| Minutes (1 - 72)
¥ Maintenance Provida AE Services certificata to switch [ ]
» Networking Socure HA23 Connection O
) Security Processar Ethemet 0
} Status ﬂ

b User Management
b Utilities

» Help

Step 7. Add CLAN to AES

After returning to the Switch Connections page, select the radio button corresponding to the switch connection

added previously, and click on Edit CLAN IPs. Enter the IP address of the CLAN used for Avaya AES connectivity
from Section 3.6, and click on Add Name or IP.

See example below:

n Manager Edit CLAN IPs - 58300
Switch Connections | Add Nama or 17 | _——-—-_—._=_::=
b Licensing | ® 10.0.1.20 In Use
» Maintenance
Delete [P || Back
b Networking

b Sacurity
b Status
# User Management

¥ Utilities

b Help

From here your Communication Manager should be able to communicate with your AES Server.

End
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Section 1.6 Configure AES Server

You will also need to set up an AES user. You can do this by accessing the Management Console on the AES
server.

Step 1 In a web browser, navigate to http://[AES server IP address] and log in.

7 hewa OO | Logen

o A ¢ Dhttps:;’,fIQZ.lGSllS.lZQ

Logon |

Log in and expand the AE Services section at the top of the sidebar to the left, followed by TSAPI, then TSAPI

Links. Make sure the TSAPI link is selected and select Edit. Change the ASAI Link Version to 5 and apply the
changes.

AVAyA Application Enablement Services

Management Console

AE Services | TSAPI | TSAPI Links

CVLAN Edit TSAPI Links

DLG Link. 1

DMCC Switch Connection cmsim ¥

SMS Switch CTI Link Number (1 ¥

TSAPI ASAL Link Version 5"

ISR Security Both

= TSAPI Properties -

R ugrﬂvihwuﬂ Cancel Changes | | Advanced Settings

» Communication Manager
Interface

» Licensing

} Maintenance
» Networking
» Security

» Status

» User Management

» Utilities
» Help
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Step 2 Under User Management, open User Admin and select Add User. Give the new user a name and a
password. Change the CT User option to Yes, then scroll down and press Apply.
** Special Note — for the password alphanumeric is accepted and the following special characters ., @ $

AVAYA Ar
User Management | User Admin | Add User

» AE Services

» Communication Manager Add User
Interface

» Licensing Fields marked with * can not be empty.

= F l—
) Maintenance User Id chronicall 8]

» Networking * Commaon Name Ichrnni:all ‘

» Security * Surname |chronicall |

» Status * |Usger Password |.......... 0]
¥ User Management * Confirm Password |°uoouooo O]

Service Admin Admin Note | J
User Admin Avaya Role I None bl i
= Add User Business Category | ‘
= Change User Password :
= List All Users Larlisense l J
= Modify Default Users CM Home | |

]

= Search Users
Cs=s Home |

» Utilities —
CT User |Yes ¥ |
» Help SR

—_—
Department Number | |
|
1

Display Name |

Step 3 You may also need to enable SDB for TSAPI Service, JTAPI and Telephony Web Services under Security,
Security Database, Control.

AVAYA Application En

Manage]

Security | Security Database | Control

» AE Services

, Communication Manager SDB Control for DMCC, TSAPI, JTAPI and Telephony Web Services
Interface

» Licensing (] Enable SDB for DMCC Service
» Maintenance ¢ Enable SDB for TSAPI Servics, JTAPI and Telephony Web Services

» Networking Apply Changes ]

¥ Security

Account Management
Audit
Certificate Management
Enterprise Directory
Host AA
PAM
Security Database
= Control
CTI Users
= Devices
= Device Groups
= Tlinks
= Tlink Groups
= Waorktops
Standard Reserved Ports
Tripwire Properties
» Status
} User Management

} Utilities

» Help
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Step 4 Expand the CTI Users section next to the Control Link and select List All Users. Select the Chronicall user
and select Edit. Instead of giving this user specific access privileges, select the Unrestricted Access box. Chronicall
itself will handle the appropriate access permissions.

AVAyA Application Enablement Services

Management Console

Security | Security Database | CTI Users | List All Users.

} AE Services
, Communication Manager Edit CTI User
Interface
» Licensing User Profile: User ID chronicall

} Maintenance Common Name. chronicall

- Worktop Name
» Networking
Unrestricted Access.

~ Security

Account Management Call and Device Control:

Call Grigination/Termination and Device Status

Audit

Certificate Management Call and Device Monitoring: Device Manitaring "Nmeﬁ]

Enterprise Directory Calls On A Device Monitering [None v

Host A8 Call Monitoring

PAM -
- Routing Control: Allow Routing on Listed Devices [None v

Security Database - (None ¥ |

= Control Apply Changes | | Cancel Changes

@ CTI users
- List All Users
= Search Users
= Devices
= Device Groups
= Tiinks
= Tiink Groups
- Worktops
Standard Reserved Ports
Tripwire Properties
) Status
» User Management

} utilities

» Help

For future reference, you will want to copy the first Tlink under Security, Security Database, Tlinks, and paste it
somewhere it will be easy to access later.

Security | Security Database | Tlinks

+ AE Services

, Communication Manager Tlinks
Interface

» Licensing Tink Name

» Maintenance e 'ﬁmeCMS{M#CS‘rA#AESSlM
+ Networking o BUAVAZCMSIMECSTA-S#AESSIM
v Security Delete Think

Account Management

Audit
Certificate Management
Enterprise Directory
Host A&
PAM
Security Database
= Control
@ CTI Users
= Devices
» Device Groups
= Tlinks
= Tiink Groups
= Worktops
Standard Reserved Ports
Tripwire Properties
+ Status

b User Management

+ Utilities

» Help
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Under Maintenance, open the Service Controller. Here, you will need to select TSAPI Service and click Restart
Service.

AVAYA Application Enablement Services

Management Console

Maintenance | Service Controller

» AE Services
» ::;l:ﬂ“:lél;calinn S Service Controller
» Licensing
~ Maintenance [ ASAILink Manager  Running
Date Time/NTP Server U pMeC service Running
Security Database I CVLAN Service Running
| DLG Service Running

Service Controller

Ll Transport Layer Service Running
Server Data ]

¥ TsaPI Service Running

» Networking
» Security
» Status Start || Stop | Restﬁsarvice Restart AE Server || Restart Linux || Restart Web Server

For status on aclual services, please use Status and Control

» User Management
» Utilities
» Help

End
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Install Chronicall

The final step is to download and install Chronicall. Visit our downloads page at
www.ximasoftware.com/chronicall/downloads and enter your serial key to access file downloads. If you do
not have a serial key, visit www.ximasoftware.com/chronicall/trial or talk to your Xima re-seller

Once you have downloaded the Chronicall installer, run it and follow the installation instructions as given.

*The most current version of Oracle's JVM is required for installation of Chronicall.

4] Chronicall Setup

Chronicall Setup

Welcome

The Installer will guide you through the steps required to install Chronicall on your computer.

WARMNING: This computer program is protected by copyright law and international treaties.
Unauthorized duplication er distribution of this pregram, or any partion of it, may result in

severe civil or criminal penalties, and will be prosecuted to the maximum extent possible under
the law.

Cancel < Back

Read the License Agreement. You must accept the terms of this agreement before continuing with the
installation.

{02 Chronicall Setup = =
Chronicall Setup

End User Lisence Agreement

Please read the following License Agreement. You must accept the terms of this agreement
before continuing with the installation.

END-USER LICENSE AGREEMENT ~

IMPORTANT-READ CAREFULLY: This End-User Licenss Agreement ["EULA") is 2 legal agreement
betwieen you (sither an individual or a single entity} and Xima, LLC or the Xima, LLC software
product identified sbowve, which includes computer software and may include associsted media,
printed materials, and "online” or electronic documentation ("Product™). An amendment or
addendum to this EULA may sccompany the Product. YOU AGREE TO BE BOUND BY THE
TERMS OF THIS EULA BY INSTALLING, COPYING, OR OTHERWISE USING THE
PRODUCT. IF YOU DO NOT AGREE, DO NOT INSTALL OR USE THE PRODUCT. In

@ I accept the agreement

(_) I do not accept the agreement

Cancel < Back
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Chronicall will be installed in the folder shown. To change where Chronicall is installed, enter the file path or click

Browse.

® Chronicall Setup

Chronicall Setup

Installation Folder
Chronicall will be installed in the following folder.

To change where Chronicall is installed enter the path below or dick "Browse...”

Folder:
|C:\Progran1 Files (x&6)\ima Software\Chronicall | | Browse...

Cancel || < Back || MNext =

Chronicall will only log when it is able to verify its registration with Xima Software. Please enter your serial key

below to register Chronicall.

Chronicall can optionally be installed in Demo Mode, which allows you to use the software without a connection
to a phone system. Demo Mode is used by authorized Xima Partners who need to demonstrate Chronicall

without a phone system.

(5.4 Chronicall Setup

Chronicall Setup

Register Chronicall

Chranicall will only log when it is able to verify its registration with Xima Software. Flease enter
your serial key below to register Chronicall.

Serial Key:

Demo Tools

Chronicall can optionally be installed in Demo Mode which allows you to use the software without a
connection to a phone system. Demo Mode is used by authorized Xima Partners who need to
demonstrate Chronicall without a phone system.

Install as Demo (will not capture call data) [

Cancel || < Back | Mext =
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Chronicall stores its data in a PostgreSQL database. Indicate which port PostgreSQL should use to
communication with other applications. A database user will be created with the credentials listed.

© Chronicall Setup

Chronicall Setup

PostgreSQL

Chronicall stores its data in a PostgreSQL database. Please indicate which port PostgreSQL
should use to communicate with other applications. A database user will be created with the
credentials indicated below.

PostgreSQL port: 9086

PostgreSQL user: |Chronimll |

PostgreSQL password: |..oo...oo...oo |

| Cancel || < Back || MNext =

Chronicall is accessed through a web interface served by Apache Tomcat. Please make sure no other applications
are using the Tomcat port as you will be unable to access Chronicall if this port is not free.

e Chronicall Setup

Chronicall Setup

Chronicall Webserver

Chronicall is accessed through a web interface served by Apache Tomcat. Please make sure no
other applications are using the Tomcat port as you will be unable to access Chronicall if this
portis not free.

Apache Tomcat Port:  |9080

Cancel || < Back || Next >
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If your customer purchased Recording Library it will ask if you would like to Install the Recording Library Service.
If this is the PC where the recordings will be stored please select "yes”

¢
Chronicall Setup

Chronicall Setup

Recording Library Installation

Would you like to install Chronicall Recording Libary on this computer?

It should be installed on computers that will be processing call recordings (e.g. a Xima YRTX wil
be plugged into this computer, YM Pro will be installed on this computer, etc.). If you do not
need to install it here, you will still be able to install it later on another computer,

Install Recording Library... |\’es v |
Recording Configuration... |a’xima VRTX Only P |
Cancel | | < Back | | Mext =

If this is not the PC where the recordings will be stored it will ask you to copy a URL that you can use to install
the Recording Library software on the storage PC

¢

Chronicall Setup

Chronicall Setup

Further Action Reguired

The Chrenicall Recording Library installation is not yet complete. To complete the installation you
must install the Chronicall Recording Library service.

Please copy the following link and paste it into your web browser on the computer(s) where you

intend to run the Chronicall Recording Library service. The standalone Recording Library setup
file will be downloaded.

|ht1q:|:Hximasoftware.mmfﬁroniallfdownload.php?serial=x1MASDF|| Copy |

< Back Mext =

26



& XIMA

Once you reach this screen, the installer has all of the information necessary to begin installation. To begin, click
the Install button.

5. Chronicall Setup

Chronicall Setup

Ready to Install

Setup has all of the information necessary to begin installation,

To begin dick the "Install” button.

Cancel | | <Back || Instal

A progress bar will be displayed while Chronicall is installed.

© Chronicall Setup =

Chronicall Setup

Installation Progress

Please wait while Chronicall is being installed.

Creating Chronicall Database. ..

Cancel < Back Install
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When the installation is finished, copy or bookmark the web address given to you. This is how you will access
Chronicall.

Chronicall Setup

Congratulations

Congratulations setup has completed successfully.

Your default user name is:  Administrator

Your default password is: password

To access Chronicall simply navigate to:  http: /Computer-Name: 5080

Open Chronicall. The default user login is Administrator, and the password is password. These can be changed
later.

Log In

dministrator

Password: (sssssses

[ ] Remember password

Version 3.6{4c))
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The first time you open the Chronicall web client, you will be presented with a short setup wizard that will help
you connect your phone system and choose agents for Realtime and Agent Dashboards functions. You can skip
this setup process by clicking Skip in the bottom right corner of the Chronicall window, but it will reappear the

next time you use Chronicall.

Are you going to use TSAPI licenses to log additional details? If yes, select Use TSAPL If no, select Do Not use

TSAPI

TSAPI Logging

Communication Manager (site 1) Configuration

Do you intend to log using the Avaya TSAFI licenses? TSAPI Licenses allow you to capture more granular data on extensions
and skills. If you choose not to use TSAPI, logging will be done using CDR alone and will be slightly less granular.

\.

() Use TSAPI

(®) Do not use TSAPI

< Back

Mext =

J

If you Select yes, please follow the next step. If you selected no, please proceed to CDR only installation.

The first time you open the Chronicall web client, you will be presented with a short setup wizard that will help
you connect your phone system and choose agents for Realtime and Agent Dashboards functions. You can skip
this setup process by clicking Skip in the bottom right corner of the Chronicall window, but it will reappear the

next time you use Chronicall.

Enter your AES and CM server information. Hitting next will verify that your CM user is created and has necessary
access. After your CM user is verified it will download information including your users and groups which may

take a couple of minutes.

Load Users and Groups

Communication Manager (site 1) Configuration

valid CM user and password with access to request the information it needs.,

In order to automatically load your users and groups Chronicall must know where the AES and CM servers are, It also needs a

AES IP Address:

CMIP Address:

CM User:

CM Password:

000000 XKX

X204 00 X0 NN

Username

< Back

Mext >
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Enter the requested TSAPI and AES information. Hitting next will verify that your AES user is created and has
necessary access.

Communication Manager (site 1) Configuration

TSAPI Settings

In order to monitor your phone system Chronicall will need the following TSAPI service information as well as AES user
credentials with access to monitor your phones,

TSAPI Service Port: 450
Think:
AES User:

AES Password:

< Back Mext =

\, /

Enter which stations, and agents you would like to log data for within Chronicall.

Communication Manager (site 1) Configuration

Chronicall Seat Assignment

Please select which stations and agents you would like to log data for. You must assign a seat to a station if you want to log
TSAPI data for it or for any agent that logs into it

Amy Decker(4012)
David Roth(4014)

Ed Bob(4017)

Jack Russel(4015)

Mike Johnson(4013)
Richard Jacobs(4016)
Test{1000)

Xima Skills Agent(64014)

SEIS KA KSR

Select All || Deselect All 8/ 100 selected

< Badk Next =
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Set a number of max TSAPI licenses and check the boxes for the stations and skills you would like to monitor.

Please note, that if you don't assign a TSAPI license to a station or agent, they will default to CDR logging.
Logging both TSAPI and CDR is possible.

Communication Manager (site 1) Configuration Communication Manager (site 1) Configuration

Voicemail Group Selection TSAPI License Assignment

Select which of your groups are used for voicemail. Enter the maximum number of TSAPI licenses Chronicall can use and select which stations and skills to monitor, Each monitored
station or skill will use a TSAPI license while Chronicall is logging. Mote that if a station is not assigned a Chronicall seat then it wil
B |E| All Groups not be available in this list.

b [[] Main(4050)

++ [[] Support{4051)

Max TSAPI Licenses: | 105
b [] Sales(4052)
+ ["] Demo Skills Group(4055)

. [¥] Voicemail Group(4059)

Stations | Skils

£ [9] Al skils
.. [#] Demo Skills Group(4055)

8/10 Licenses Used

< Back Next =

< Back Next >

Select the hunt group you use for voicemail.

Communication Manager (site 1) Configuration

TSAFI License Assignment

Enter the maximum number of TSAPI licenses Chronicall can use and select which stations and skills to monitor, Each monitored
station or skill will use a TSAPT license while Chronicall is logging, Mote that if a station is not assigned a Chronicall seat then it wil
not be available in this list,

Max TSAPI Licenses: | 105

Stations | skills

V| Amy Decker(4012) -
| David Roth(4014)

V| Ed Bob(4017)

| Jack Russel(4015)

£l Milka lanhneanfAN12)

Select All || Deselect All 7 selected

8/10 Licenses Used

< Back Next >
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On this screen, you can enter information about your AUX Work states and reason codes. Select Add to add a
new reason code.

Communication Manager (site 1) Configuration

ALY Work Reason Codes

If you use multiple AUX Work states then set the reason for each code so Chronicall can report reasons for each AUX event.

Choose a code number and name for each reason code, then press OK.

Add Aux Reason Code
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On this screen, choose the users you would like to monitor with Realtime.

Configuration Requirements

Realtime Seat Assignment
D Agent Realtime Seat x 200

Select Users for Realtime View ‘
@ Agent Dashboard x 200

View by Agent v
[ [] All Users

- [] Amy Decker(4012)

- [[] David Rath{4014)

- [] Ed Beb(4017)

- [] Jack Russel{4015)

- [[] Mike Johnson(4013)

- [] Richard Jacobs(4018)

- [[] Test(1000)

- [] Xima Skills Agent(54014)

0/200 Licenses Used

Finish

On this screen, choose the users you would like to monitor with Dashboards.

Configuration Requirements

Dashboards Seat Assignment
() Agent Realtime Seat x 200
Select and Prioritize Dashboard Agents, ‘

) Agent Dashboard x 200

Unselected Selected

— l 1 - David Rath(4014) Up

1 Jack Russel{4015) Lo 1 2 - Ed Bobi4017) Down

l Mike Johnsoni4013)

l Richard Jacobs{4016)

l Test{1000)

1 ima Skills Agent{f401

< > < >
Finish
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CDR Installation instructions
If you are logging data with an AES server please select Do no use TSAPL

Communication Manager (site 1) Configuration

TSAPI Logging

Do you intend to log using the Avaya TSAPI licenses? TSAPI Licenses allow you to capture more granular data on extensions
and skills, If you choose not to use TSAPI, loaging will be done using COR alone and will be slightly less aranular.

() Use TSAPL

(@) Do not use TSAPT

< Back MNext =

\ /

Enter your AES and CM server information. Hitting next will verify that your CM user is created and has necessary
access. After your CM user is verified it will download information including your users and groups which may
take a couple of minutes. If you do not have an AES server, please click Import Configuration Manually to import

your users and groups.

Communication Manager (site 1) Configuration

Load Users and Groups

In order to automatically load your users and groups Chronicall must know where the AES and CM servers are, It also needs a
valid CM user and password with access to request the information it needs.

AES IP Address:

CM IP Address:

CM User:

CM Password:

< Back MNext =
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You will need to import each of the files listed below in order to categorize the database with the CDR records

Communication Manager (site 1) Configuration

Manual Configuration Import

Please use Avaya Site Administrator to export your vdns, vectors, groups, stations, and agents. Then select the export files to
be imported into Chronicall. Chronicall uses this information to assodate extensions in COR records to the actual device on your

system,
CM IP Address:

VDM Export

Browse...
Vector Export

Browse...
Group Export

Browse...
Station Export

Browse...
Agent Export

Browse...

< Back Mext =

\ /

Each file should be imported as a .txt file

Communication Manager (site 1) Configuration

Manual Configuration Import

Please use Avaya Site Administrator to export your vdns, vectors, groups, stations, and agents. Then select the expart files to
be imported inta Chranicall. Chronicall uses this information to associate extensions in COR records to the actual device on your
system,

CMIP Address: |30, X0 X000 XXX

VDM Export

C:Ywdns. txt Browse...
Vector Export

C:\wectors, et Browse...
Group Expaort

C:\groups. tet Browse...
Station Export

C:\stations. txt Browse...
Agent Export

C:'agents. txt Browse...

< Back Mext =

\. /

Press Finish and you will be taken to the main Chronicall interface. Visit our support site at
www.ximasoftware.com/support for additional information.
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Please select which users receive a Chronicall logging license

Select Extensions To Be Licensed

View by Agent
[l [] All Users
- [of] Amy Decker (4012)
. David Roth(4014)
- Ed Boh({4017)
- Jack Russel(4015)
- Mike Johnson{4013)
- Richard Jacobs(4018)
- Test(1000)
o [f] Xima Skills Agent({54014)

8 / 100 Selected

You have finished installing Chronicall.

Press Finish and you will be taken to the main Chronicall interface. Visit our support site at
www.ximasoftware.com/support for additional information.
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